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Abstract: In this study, we  develop  approach Shtrassen [1] to quick 

multiplying multidigit number in a part of the use for its realization of the 

original modification algorithm of the fast transformation Fourier  (FTF) [2]. 

For realization on computer asymmetric cryptographic algorithm it is necessary 

to have a library effective on speed algorithm and programs of the execution 

operation with multidigit number.  

Time to operations of the multiplying on processor with fixed by length of the 

word is proportional to the square of the length operand O n( )2 . By construction 

of consecutively-parallel hardware provision, that time can be reduced to O n( ) . 

In this case amount of  required logical elements will be proportional to a length 

operand O n( ) . Time of the work for the most high-speed  realization is 

proportional to O n(log ) , but it requires O n( )2  logical elements. 

For the method Karacuby, its difficulty is O n( )
log23 , where log .2 3 158  [3]. The 

method polynomial since running time of the order n1 0  , ( ) . The algorithm 

Tooma-Kuka has difficulty of the order O n n
n

( log )
log

2
2

2
2  [4]. The algorithm 

Shenhage – Shtrassen  allows to multiply two - n  a class numbers, executing for 

O n n n( log loglog ) step (the bit operation) [1]. 

Note that these methods are based on the information of the multiplying n - a 

class numbers to multiplying numbers with smaller number category. 
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